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Acceptable Use of Technology Policy 

Overview 

Calumet Christian Schools have made a substantial investment in technology and 

computer resources. These resources facilitate student learning and are used in class 

daily. Teachers instruct students in the responsible use of resources and expect 

compliance. In order to be good stewards of these resources we have adopted the 

guidelines below. 

Students have access to the computer and Internet for the following: 

School-related assignments and assessments 

 Using software, programs, and apps assigned by the teacher to supplement 

classroom materials 

 Internet research 

 School-related PowerPoint assignments 

 Google Classroom 

We will manage Google email addresses for all students, which may include monitoring 

and restricting history, email, YouTube use, and unauthorized websites.  Google will 

handle the management of the individual accounts.  For the Google Privacy Policy – click 

here . 

 

Guidelines 

All computer use must be for specific educational purposes that have been assigned by a 

teacher. 

When collaborating through technology on a project or activity, students are expected to 

communicate and interact in a respectful and helpful manner. 
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Students are prohibited from the following: 

 Sending, receiving, or checking e-mail ( unless authorized by a middle school 

teacher for use on projects. ) 

 Accessing social media sites 

 Accessing games, gambling, pornography, and non-school activity related sites 

 Changing computer settings and downloading software 

Internet searches must be for specific projects assigned by a teacher. 

 

Students must not share passwords/usernames. They should be treated as private 

property. 

Students/parents must pay for damages occurring from improper use of technology 

resources. 

Failure to observe the above guidelines may/will result in temporary/permanent loss of 

technology privileges. 

The Dwell Christian Fellowship network has a filter in place to block and monitor access 

to inappropriate sites. All attempts to access these sites are logged by the Information 

Services Department and reported to the building principal. 

 

 

 

 

          


